
Empowering Solaredge’s
SaaS Security  
& Productivity

Solaredge, a leading provider of solar power solutions, has consistently revolutionized the solar energy industry

with their innovative products and commitment to sustainability. As an S&P 500 company, Solaredge has

established itself as a global leader in the field. Their primary offering is an advanced inverter system that

optimizes the energy output of solar panels, coupled with monitoring and control software that enables real-time

tracking of energy usage and panel performance. With a strong focus on research and development, Solaredge

holds proprietary IP and patents that need to be safeguarded in their environment.



Securing data is a top priority for Solaredge due to the proprietary IP and patents they hold, which need to be

protected in their environment. In addition, the company is working with many vendors on a daily basis, exchanging

financial and customer information that needs to be secured and sent to only the people that need access to

it. With 30+ global offices, Solaredge faces the challenge of securing their SaaS data, applications, and identities.



Dror, Solaredge’s CISO, acknowledges the challenges they faced before implementing Reco.ai:

Solaredge recognized the need for a solution that would provide comprehensive visibility into their data and

enhance productivity.

reco.ai

With our transition from on-prem data to Microsoft365, the complexity of understanding the location 
of sensitive data, determining access privileges, and assessing risks increased significantly. The 
manual process of discovering and protecting sensitive data was labor-intensive and generated 
numerous false positives, demanding extensive time and effort from the team.
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The return on investment (ROI) was well understood right from the beginning. Before Reco.ai, we were inundated

with thousands of alerts per week from our existing solution. However, within just one month of using Reco.ai,

the number of alerts reduced to only 5-6 per week. 

This drastic reduction in false positives and unclear alerts saved over 50% of our team's time, freeing 
them up to focus on more important tasks. Reco’s AI-based solution provided the missing context we 
needed to understand what actions we needed to take quickly and accurately. The immediate impact 
on our team's productivity was undeniable

"Reco's unique value lies in its contextual AI-powered SaaS security solution, which augments the security

measures provided by Microsoft365," said Ofer Klein, Reco’s CEO. "Reco enables Solaredge to classify sensitive data 
within their SaaS tools, tailoring the classification to suit their organization's needs. By implementing classifiers, Reco 
automatically tags sensitive files in native SaaS platforms, enabling Solaredge to leverage the inherent capabilities of 
the platform and enforce control and policies on sensitive data effectively. Reco provides contextual insights on 
identities, data, and applications, ensuring that Solaredge's SaaS security measures are always up-to-date and 
providing complete visibility across their entire IT infrastructure."

Reco's unique combination of AI-powered security measures, tailored classification

of sensitive data, and granular control over access and policies has transformed our

security posture, said Dror from Solaredge.

"Thanks to Reco, we have been able to secure our SaaS data, applications, and identities across our 30+ global

offices effectively. The dynamic nature of our company combined with the continuous focus on reducing friction

from the business, made implementing effective policies in our existing tools a challenge. However, Reco's

contextual AI-based security solution has made implementing policies almost automatically for us to achieve

our goals without disrupting our business operations. We are grateful to Reco for the substantial improvement

in our productivity, reduced risk, and enhanced data security."

Reco has empowered Solaredge to enhance their SaaS security and productivity exponentially. By providing

comprehensive visibility, reducing false positives, and streamlining the protection of sensitive data, Reco.ai has

proven instrumental in Solaredge's pursuit of securing their intellectual property, maintaining data privacy, and

achieving operational excellence. With Reco as a trusted partner, Solaredge can continue to drive innovation in

the solar industry with confidence, while upholding the highest standards of data security.
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About Reco

Reco is the leader in Dynamic SaaS Security — the only approach that eliminates the SaaS 
Security Gap driven by SaaS Sprawl — the proliferation of apps, AI, and identities; the 
challenge of keeping their configurations secure amidst constant updates, and the challenge 
of finding threats hidden within an ever-growing number of events. Dynamic SaaS Security by 
Reco keeps pace with this sprawl, no matter how fast it evolves, by covering the entire SaaS 
lifecycle. It tracks all apps, SaaS-to-SaaS connections, Shadow SaaS, AI Agents, and Shadow 
AI tools, including their users and data, and adds support for new apps in days, not quarters. 
Reco maintains airtight posture and compliance — even as apps and AI Agents are added or 
updated. And it also ensures accounts remain secure, access privileges are minimized, and 
alerts are provided for critical threats. This comprehensive picture is generated continuously 
using the Reco Knowledge Graph and empowers security teams to take swift action to 
effectively prioritize their most critical points of risk. Reco uses a low-code/no-code approach 
to add a new SaaS integration in 3-5 days. 

Learn more or book a demo
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